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1 Introduction

In this user’s guide, you will learn how to install Supermicro CIM Provider and the Supermicro CIM Web
Plugin. The system architecture is shown below:

2 e

( i 11 smMcam
‘ vSphere Web Client -%—: Web Plugin |
M o e - e )
Retrieving data over HTTP
ESXiA . ESXiB |
CIMOM ‘ CIMOM ‘
CMPI CMPI

e
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2 Requirements

1. Install ESXi Server. Visit https://pubs.vmware.com/vsphere-
50/index.jsp#com.vmware.vsphere.install.doc 50/GUID-6FFA928F-7F7D-4B1A-B05C-
777279233A77.html and refer to VMWare vSphere ESXi and vCenter Server 5 Documentation for
more details.

e You can use the customized ESXi ISO that provided by Supermicro. The Supermicro CIM Provider
will be installed automatically after the user finishes ESXi installation through customized ISO. If

you use customized ESXi ISO, you can ignore chapter 3.1 to 3.5.
2. Prepare VMware’s vCenter server and install vSphere Web Client.
3. (Optional)lf you use customized ESXi, you don’t need to install the following software on your
windows.
e Telnet Client: the software which can use SSH connections
e VMware vSphere Client
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3 Using Supermicro CIM Provider

3.1 Enabling SSH

1. Open the vSphere client and login to your ESXi server.
2. Select your host server, click the Configuration tab, click the Security Profile on the left and then
click Properties.

0.136.33.21 - WSp ie:

File Edit View Inventory Administration Plug-ins Help
G a8 ‘@ Home b g Inventory b [El Inventory
4

i &

localhost supermicro.com.tw VMware ESXi 1331820 | Evaluation (40 da

Gef rted | Summary [ Virtual M ourceAllocation | Performance

Hardware ‘Security Profile
Health Status se ““d Refresh
J— 1/0 Redirector (Active Directory Service)
snmpd
Memory Network Login Server (Active Directory Service)
Storage Ibtd
Networking vpxa
Storage Adapters ESXi Shell
MNetwork Adapters xorg . )
Local Security Authentication Server {Active Directory Service)
Advanced Settings NTP Daermon
Power Management probed
s5H
oo Direct Console U
Licensed Features CIM Server
Frewall Refresh Propertiss...

Time Configuration

NS and Routing Incoming Connections

ipfam 5995 (UDP) Al
Authentication Services cMse 427 (UDP,TER) Al
Virtual Machine Startup/Shutdonn wsanvp 8080 (TCF) Al

L v wapfile Location Fault Tolerance 8100,8200,8300 (TCP,UDR) Al
+ Security Profile wSphere Web Access 80 (TCF) Al
! 12345,23451 (UDF)

Tiost Cache Confgiration cmmds All

DVSSync 8301,8302 (UDP) Al

System Resource Allocation adbserver 1000-9999,50000-50888 (TCF) Al
Agent VM Setings SNME Server 151 (UDF) Al
Advanced Settings vSphere Client 902,443 (TP) Al
DHCP Client 88 (UDP) Al

3. Select the SSH label, click Options, select Start and stop with host, click Start and then click OK to
enable SSH.

(@ Services Properties =@ = ]

Remote Access

By default, remote dients are prevented from accessing services on this host, and local dients are prevented from
accessing services on remate hosts

Unless configured otherwise, daemons will start automatically.

Label | Daemon | a
bt Running
vpxa Running
ESX Shell Running w
xorg Stopped
Local Security Authentication Serv...  Stopped
NTP Daemon Stopped
wvprobed Stopped 2

| ssH Running |

Direct Cons(” = M
o s (&) SSH (TSM-SSH) Options =]
status s
—Service Pr ’7 Running ‘ -
General Startup Policy
" Start automatically if any ports are open, and stop when all ports are cosed
Service:
(+ Startand stop with host
Package I
" Start and stop manually
Service Commands
’7 Start Stop Restart ‘

ok | cancal | hen |

Supermicro CIM Prodider User’s Guide Wi



3.2 Uploading Installation File to Your ESXi Server

You can use any method to upload the Supermicro installation package to your ESXi. In this example, the
vSphere client is used to upload the installation file to ESXi.

1.

2. Click the icon ﬁ, select Upload File and then select the path of the installation file to finish the

3.

Login your ESXi through vSphere client and select your host, click the Summary tab, right-click the

Storage drop-down menu and select Browse Datastore.

[& 10136 33.21 - vSphere Client

File Edit View Inventory Administration Plug-ins Help

‘@ Home b g Inventory b [l Inventory

& &

[E [10.13633.21

localhost.supermicro.com.tw VMware ESXi, 5.5.0, 1331820 | Evaluation (40 days remaining)

Getting Started ETWIELA | Virtual Machines ' Resource Allocation

Performance | Configuration | Local Users & Groups | Events | Permissions

Configuration Issues
ESXi Shell for the host has been enabled
55H for the host has been enabled

General Resources
Manufacturer; Supermicro CPU usage: 238 MHz Capadty
Model: SY5-2027PR-HTR ! 8 2.199 GHz
CPU Cores: 8 CPUs x 2,199 GHz Memory usage: 3075.00 MB Capadity
Processor Type: Intel(R) Xeon(R) CPU ES-2660 | | M 16343.56 MB
0@ 2.20GHz
License: Evaluation Mode - Storage < | Drive Type | Capacity |
datastorel Non-5 924006GE 67
Processor Sockets: 1 I
- = Browse Datastore... I
Cores per Socket: 3 [T
Logical Processars: 5 Network Rename
Hyperthreading: Active & VMNetwork Unmount
Number of NICs: 2
« | Delete
State: Connected —— 1
Virtual Machines and Templates: 1 Refresh H
Fault Tolerance
vMotion Enabled: NJA
Properties.
WMware EVC Mode: Disabled Fault Tolerance Versio
Copyto Clipboard  Ctrl+C
vSphere HA State @ NA
. TOTETPPTaT Y VT T
Host Configured for FT: /A Pawered On Prinary VME: N
Active Tasks: Total Secondary VMs: o
Host Profile: NJA Powered On Secondary WMs: 0
Image Profile: (Updated) ESXI-5.5.0-1331...
Profile Complance: @ N Host Management
DirectPath 1/0: Supported 3 This hostis currently managed by vCenter Server 10.136.33. 10,
Reconnect vSphere Client to this vCenter Server..
Commands i
Disassociate host from vCenter Server...
5 New Virtual Machine
fl Enter Maintenance Mode
[B Reboot
[Fy shutdown

upload.

g Datastore Browser - [datastorel (2)]

R T e e e g

B s

i

@ B 2 X @

Folders |Search| |

Upload File...

Eﬁ !

i .sdd.sf

ﬂ Dewv-CIMProviderClone
i ﬂ Jd10.ATA ST91000640MS_
smc_cim_provider _v1.0,0_build;

Upload Folder...

sddsf

Dev-CIMProviderClone
J10.ATA
smc_cim_provider_v1.0.0_build20151125 Badwp
ReleaseNotebt

ST91000640N5,

smc_cim_provider_v1.0.0_build201511252p

1, o s o

If the upload is successful, you can see the intallation file on your ESXi server.
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3.3 Installing the Supermicro CIM Provider via SSH

1. Setup PuTTy values to connect to the ESXi server.

-
Properties [-é&-J
i Connection parameters || serpt

Connect to

PUTTY session Default Settings -

Server name 10.136.33.21

Protocol Raw Telnet Rlogin @ S5H Serial

Port

Display name 10.136.33.21

Logon settings

User name root
Although the password will be stored in encrypted form, it's not recommended to keep it anyway.
Password sssssses

Password in command line (S5H only)

Wait period before typing password (in miliseconds) 0

Command line 10.136.33.21 -ssh 4 root

Run PUTTY Canfig 0K ] | Cancel

2. After you login to ESXi successfully, the screen below appears.
[l MTPUTTY (Multi-Tabbed PUTTY) [E=NEER)

Server View Tools Help

LIR30
Servers ax Start page 10.136.33.21 X A
+ﬁ PUTTY sessions
10,136,176.98
10.136.176. 164
10.136.176.46
10.136.176.56
10.136.176.61
10.135.176.72
10,136,33.10
10,136.33.21
10.135.33.68
10,136.33.69
10.136.33.73
10.136.33.74
10,136.33.21
g2 10.136.175.101
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3. Switch to the directory that has the Supermicro installation file. (The default path is
/vmfs/volumes/your_datastore )

4. Compress the installation file by running the command
# unzip <SMC File Name>.zip

5. Switch to the directory that just unpacked.

3.3.1 Automatic Installation

To automatically install the SMC CIM Provider, run the command # ./install.sh —AllowCommunitySupported
(Note : Make sure the executable permission is acquired to run install.sh)

£- 74 CIM Provider # ./install.sh

of SMC CIM Provider .. OK

If the installation is successful, a message appears: Installation complete, please reboot the host.
You need to reboot the system for the changes to take effect.

3.3.2 Manual Installation

To manually install the Supermicro CIM Provider, follow these steps:
1. Set acceptance level # esxcli software acceptance set --level=CommunitySupported
2. Stop CIMOM by running the command # /etc/init.d/sfcbd-watchdog stop

3. Install the VIB offline
e For offline installation, run the command #esxcli software vib install -v <VIB Path>
(<VIB Path> example: /vmfs/volumes/datastore/directory/smc-cim-provider.vib)
4. Start CIMOM by running the command # /etc/init.d/sfcbd-watchdog start
5. Reboot the sytem for the changes to take effect.

Note: Another way for installation is to use online installation. If you have VIB file placed on FTP or Web,
you can just run the following command directly, not required to download file to your local host.

# esxcli software vib install -v <web Link>

(<web Link> example: http://ftp.yourcompany.com.tw/~test/smc-cim-provider.vib)
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3.4 Viewing the List of Installed Software

To view the list of the installed software, run the command # esxcli software vib list.

ume 3 3e45c-69 IC_CIM Provider

3.5 Removing Supermicro CIM Provider

You have two ways to remove the Supermicro CIM Provider from your host.

3.5.1 Automatic Removal

To automatically remove the Supermicro CIM Provider, run the command # ./uninstall.sh
(Note : Make sure the executable permission is acquired to run uninstall.sh)

3.5.2 Manual Removal
To manually remove the Supermicro CIM Provider, run the command # esxcli software vib remove -n
smc-cim-provider

Supermicro CIM Prodider User’s Guide



3.6Installing the SMC CIM Provider Web Plug-in

1. Use the Supermicro VMware Web Plug-in Registration Tool to install the CIM web plugin.
For details, please refer to the Supermicro vCenter Web Plug-in User’s Guide.

T > gyt

G PERMICRY vCenter Web Plug-ins
Registration Tool

Welcome to the Supermicro vCenter Web Plug-ins Registration Tool
veb plug-ins.

2. After installing both the Supermicro CIM Provider and the Supermicro CIM Provider Web Plug-in,
login to the vSphere Web Client.

username: [ VMware vSphere Web Client

Supermicro CIM Prodider User’s Guide



information appears on the vSphere Web Client.

vmware: vSphere Web Client

A=

3. Select a host, click the Monitor tab and click Supermicro IPMI. The customized Supermicro

Navigator X

[, 10.136.160.226  Actions ~

T
4 Hosts and Clusters (o)

Gefiing Started  Summary | Monitor | Manage  Related Objects

| @ | B &
+ [(5110.136.160.202

+ [lq Datacenter
3 B10136160199(n0tr95p .

~ [ 10.136.160.51
» @063
» [B10.163.55.136 (disconne

[ Issues | Performance | Supermicro IPMI | Log Browser| Utilization | Tasks ‘ Evenis | Resource Reservation | Hardware Status

Management

BMC IP : 10.136.33.100

Current item : IPM Device

Updated Time : 07/04/16 D6:06:38 PM

Connection Status : Normal

Maode Manage  Refresh
LAN Infarmation BMC Chassis Intrusion Hyner Link
Power Supply
Sensors E BMC Reset @ wieh
,

Event Log

uD Fan Speed
Ahout

LED Status : OFF

) Enable UID

(=) Disable UID

Fan Wode : FUEZ Optimal

) Standard
) Full

UEZ Optimal
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4 User Interface

Supermicro provides several functions displayed on the vSphere Web Client. All data comes from the
Supermicro CIM Provider. The vSphere Web Client retrieves data from Supermicro CIM Provider and
displays information on Supermicro CIM Provider Web Plug-in.

1. IPM Device

\ Issues { Performance ‘ Supermicro IPMl | Log Browser ‘ Utilization [ Tasks \ Events | Resource Reservation | Hardware Status

Management

IPM Device

BMCIP:10.136.33.31
Current item : IPM Device

Updated Time : 06/08/16 03:43:26 PM

BMC
FRU Connection Status : Normal
Node Manage " Refresh

LAN Information

BMC Chassis intrusion Hyper Link

Power Supply

Densors B BIC Reset 51) @ Web View
Event Log
Multi Node uiD Fan Speed
About
LED Status : OFF Fan Mode : PUE2 Optimal

() Enable UID
() Disable UID

() Standard
O Full

(=) PUE2 Optimal
() Heaw IO

2. BMC

‘ Issues ‘ Performance | Supermicro IPM l Log Browserl Utilization l Tasks | Events | Resource Reservation | Hardware Status
| | |

Management

IPM Device
BMC

FRU

Node Manage
LAN Information
Power Supply
Sensors
EventLog

Multi Node

About

¢

Description

Board ID

BMC Firmware Version

BMC Build Time
QOB Product Key

BMC IP:10.136.33.31
Current item : BMC

Updated Time : 06/08/16 03:46:29 PM
Connection Status : Normal

", Refresh
Value
X9DRT-P
346
2015-11-24
Activated
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3. FRU

‘ Issues ‘ Performance | Supermicro IPMl | Log Browserl Utilization l Tasks | Events | Resource Reservation | Hardware Status
| | |

Management

IPM Device
BMC

FRU

Node Manage
LAN Information
Power Supply
Sensors
EventLog

Multi Node

About

BMCIP:10.136.33.31

Current Item : FRU

Refresh
Desaiption

Board Mfg. Data/Time
Board Manufacturer

Board Product Nmae
Board Serial Number
Board Part Number
Product Manufacturer
Product Name

Product Part/Model number
Product Version

Product Serial Number

Updated Time : 06/08/16 03:43:40 PM

Connection Status : Normal

Value

1996/01/01 00:00:00 (00 00 00)
Supermicro
Patrick
ZM1418022841
123

Supermicro
S8YS-2027PR-HTR
NA

NA
A15003824301830

4. Node Manage

‘ Issues ‘ Performance | Supermicro IPMI | Log Browser ‘ Utilization ‘ Tasks \ Events | Resource Reservation | Hardware Status

Management

IPM Device
BMC

FRU

LAN Information
Power Supply
Sensors
EventLog

Multi Node

About

BMC IP : 10.136.33.31

Current ltem : Node Manage

Updated Time : 06/08/16 03:43:49 PM

Connection Status : Normal

Refresh
Description

Platform

NM Version

ME FW Version

ME Image Flag

Value

Romley

NM Revision 2.0
2.1.7.328

operational image 2

Supermicro CIM Prodider User’s Guide

15



5. LAN Setting

‘ Issues ‘ Performance | Supermicro IPMl | Log Browserl Utilization l Tasks | Events | Resource Reservation | Hardware Status
| | |

Management BMC IP:10.136.33.31
— Current Item : LAN Information
BlMC Updated Time : 06/08/16 03:43:57 PM
FRU Connection Status : Normal
Node Manage " Refresh
Power Supply IP Address 10.136.33.31
Sensors BMC MAC Address 0C:C4:7A:.00:A1:3C
EventLog System MAC Address1 0C:C4:7A:00:A3:26
Multi Node System MAC Address2 0C:C4:7A:00:A3:27
About Default Gateway 0.0.0.0

Subnet Mask 255.255.0.0

DHCP disabled

6. Power Supply

‘ Issues ‘ Performance | Supermicro IPMI l Log Browser ‘ Utilization ‘ Tasks \ Events | Resource Reservation | Hardware Status

Management BMC IP : 10.136.33.31
—_— Current Item : Power Supply
BMC Updated Time : 06/08/16 03:44:07 PM
FRU Connection Status : Normal
Node Manage * Refresh
LAN Information Propetes e
Sensors Status [STATUS OK]J(00h)
EventLog Input Voltage 1154V
Multi Node Input Current 0.84A
About Main Output Voltage 12,09V
Main Output Current 7T1A
Temperature 1 44CIM11F
Temperature 2 45C/M13F
Fan1 2016 RPM
Fan2 2048 RPM

Supermicro CIM Prodider User’s Guide

16



7.

8.

Sensors
‘ Issues ‘ Performance | Supermicro IPMI | Log Browser‘ Utilization l Tasks [ Events ‘ Resource Reservation | Hardware Status
Management BMC IP:10.136.33.31
— Current Item : Sensors
BlMC Updated Time : 06/08/16 03:44:23 PM
FRU Connection Status : Normal
Node Manage " Refresh
LAN Information Status  SensorName Reading LowLimit HighLimit
Power Supply Q CPU1 Temp 39CM02F N/A 88CM90F &
CPU2 Temp N/A NIA NIA
RventL.og @ SstemTemp 26CI79F 7CHOF 85CH85F
Multi Node
. o Peripheral Temp 38C/100F -7CNM9F 85C/185F
Foout 0 PCH Temp 48C/118F -8C/18F 95Ci203F
P1-DIMMA1 TEMP N/A N/A NIA
P1-DIMMA2 TEMP N/A N/A NIA
P1-DIMMB1 TEMP N/A N/A NIA
P1-DIMMB2Z TEMP N/A NIA NIA
Event Log

‘ Issues ‘ Performance | Supermicro IPMl | Log Browser‘ Utilization [ Tasks [ Evenis ‘ Resource Reservation | Hardware Status

Management

IPM Device
BMC

FRU

Node Manage
LAN Information
Power Supply
Sensors

Multi Node

About

BMC IP:10.136.33.31
- Current Item : Event Log
Updated Time : 06/08/16 03:46:00 PM

Connection Status : Normal

Refresh
Order Sensor Name Event Description Event Dir
1 OEM AC Power On Assertion
2 OEM AC Power On Assertion
3 OEM AC Power On Assertion
4 OEM AC Power On Assertion

Time

2016/06/04 05:37:20
2016/06/04 05:42:34
2016/06/04 05:49:03
2016/06/04 05:54:21

Supermicro CIM Prodider User’s Guide
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9. Multi Node

10. About

‘ Issues ‘ Performance | Supermicro IPMl | Log Browserl Utilization l Tasks | Events | Resource Reservation | Hardware Status
| |

Management BMC IP:10.136.33.31

T Current Item : Muiti Node

BlMC Updated Time : 06/08/16 03:44:40 PM

FRU Connection Status : Normal

Node Manage " Refresh

LAN Information Node  Power Status 13 Watts Cument CPU1Temp CPU2Temp System Temp Product Name
Power Supply A Act 10.136.33.31 25W 21A 38C N/A 26C 123
Sensors B Act 10.136.33.32 24W 2.0A 37C N/A 26C X9DRT-P
EventLog o] Act 10.136.33.33 30w 25A 37C N/A 24C X9DRT-P
D Act 10.136.33.34 25W 21A 36C N/A 25C

About

‘ Issues ‘ Performance | Supermicro IPMI | Log Browser ‘ Utilization ‘ Tasks \ Evenis | Resource Reservation | Hardware Status

Management

IPM Device

e SUPERMI
!

FRU

Node Manage

Supermicro CIM Provider for VMware ESXi
LAN Information

Power Supply (1) Supermicro CIM Provider Version : 1.0.1-160604

Sensors (2) Supermicro CIM Web Plugin Version : 1.0.0-160630

EventLog Copyright(c) 2016 by Super Micro Computer, Inc. All rights reserved
Multi Node

More information, please visit:  http:/supermicro.com/
About

Supermicro CIM Prodider User’s Guide
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Contacting Supermicro

Headquarters
Address: Super Micro Computer, Inc.
980 Rock Ave.
San Jose, CA 95131 U.S.A.
Tel: +1 (408) 503-8000
Fax: +1 (408) 503-8008
Email: marketing@supermicro.com (General Information)
support@supermicro.com (Technical Support)
Web Site: WWW.supermicro.com
Europe
Address: Super Micro Computer B.V.
Het Sterrenbeeld 28, 5215 ML
's-Hertogenbosch, The Netherlands
Tel: +31 (0) 73-6400390
Fax: +31(0) 73-6416525
Email: sales@supermicro.nl (General Information)
support@supermicro.nl (Technical Support)
rma@supermicro.nl (Customer Support)
Asia-Pacific
Address: Super Micro Computer, Inc.
3F, No. 150, Jian 1st Rd.
Zhonghe Dist., New Taipei City 235
Taiwan (R.0.C)
Tel: +886-(2) 8226-3990
Fax: +886-(2) 8226-3992
Web Site: www.supermicro.com.tw
Technical Support:
Email: support@supermicro.com.tw
Tel: +886-(2)-8226-3990
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