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The information in this user’s manual has been carefully reviewed and is believed to be accurate. The manufacturer 
assumes no responsibility for any inaccuracies that may be contained in this document, and makes no commitment 
to update or to keep current the information in this manual, or to notify any person or organization of the updates. 
Please Note: For the most up-to-date version of this manual, please see our website at www.supermicro.com.

Super Micro Computer, Inc. ("Supermicro") reserves the right to make changes to the product described in this manual 
at any time and without notice. This product, including software and documentation, is the property of Supermicro and/
or its licensors, and is supplied only under a license. Any use or reproduction of this product is not allowed, except 
as expressly permitted by the terms of said license.

IN NO EVENT WILL SUPER MICRO COMPUTER, INC. BE LIABLE FOR DIRECT, INDIRECT, SPECIAL, 
INCIDENTAL, SPECULATIVE OR CONSEQUENTIAL DAMAGES ARISING FROM THE USE OR INABILITY TO 
USE THIS PRODUCT OR DOCUMENTATION EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. 
IN PARTICULAR, SUPER MICRO COMPUTER, INC. SHALL NOT HAVE LIABILITY FOR ANY HARDWARE, 
SOFTWARE, OR DATA STORED OR USED WITH THE PRODUCT, INCLUDING THE COSTS OF REPAIRING, 
REPLACING, INTEGRATING, INSTALLING OR RECOVERING SUCH HARDWARE, SOFTWARE, OR DATA.

Any disputes arising between manufacturer and customer shall be governed by the laws of Santa Clara County in the 
State of California, USA. The State of California, County of Santa Clara shall be the exclusive venue for the resolution 
of any such disputes. Supermicro's total liability for all claims will not exceed the price paid for the hardware product. 

FCC Statement: Refer to Supermicro's website for FCC Compliance Information.

California Best Management Practices Regulations for Perchlorate Materials: This Perchlorate warning applies only 
to products containing CR (Manganese Dioxide) Lithium coin cells. “Perchlorate Material-special handling may apply. 
See www.dtsc.ca.gov/hazardouswaste/perchlorate”.

 

 

 

 

 

 

WARNING: This product can expose you to chemicals including 
lead, known to the State of California to cause cancer and birth 
defects or other reproduc�ve harm. For more informa�on, go 
to www.P65Warnings.ca.gov. 
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Unless you request and receive written permission from Super Micro Computer, Inc., you may not copy any part of this 
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to herein are trademarks or registered trademarks of their respective companies or mark holders.
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                                       Preface

About this User's Guide
This user's guide is written for system integrators, IT professionals, and knowledgeable end 
users who intend to configure the remote management settings on Supermicro Baseboard 
Management Controller (BMC) firmware provided on Supermicro motherboards.

Supermicro BMC firmware is designed based on ASPEED AST2500/AST2600 BMC.

This document provides the guidance on how to update Supermicro BMC firmware supported 
by ASPEED AST2500/ AST2600 BMC.

An Important Note to the User
For more remote management utility support resources and details, please refer to our website 
at https://www.supermicro.com/products/nfo/IPMI.cfm.

The graphics shown in this user's guide were based on the latest information available at the 
time of publishing of the user's guide. The screens shown on your computer may or may not 
look exactly the same as the screens shown in this user's guide.  

                                                                                                                                                                   Preface
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Contacting Supermicro
 

Headquarters
Address: Super Micro Computer, Inc.

980 Rock Ave.
San Jose, CA  95131 U.S.A.

Tel: +1 (408) 503-8000
Fax: +1 (408) 503-8008
Email: marketing@supermicro.com (General Information)

support@supermicro.com (Technical Support)
Website: www.supermicro.com

 
Europe
Address: Super Micro Computer B.V.

Het Sterrenbeeld 28, 5215 ML 
's-Hertogenbosch, The Netherlands 

Tel: +31 (0) 73-6400390
Fax: +31 (0) 73-6416525
Email: sales@supermicro.nl (General Information)

support@supermicro.nl (Technical Support)
rma@supermicro.nl (Customer Support)

Website: www.supermicro.nl

 
Asia-Pacific
Address: Super Micro Computer, Inc.

3F, No. 150, Jian 1st Rd.
Zhonghe Dist., New Taipei City 235
Taiwan (R.O.C)

Tel: +886-(2) 8226-3990
Fax: +886-(2) 8226-3992
Email: support@supermicro.com.tw 
Website: www.supermicro.com.tw
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1. Updating X12 BMC Firmware Using BMC WEB GUI
In order to keep your system working properly, please follow the steps below to update X12 
BMC firmware through BMC WEB GUI: 

1. Log in to your account by entering the IP address on a web browser and follow the prompts 
on the screen. (Figure 1)

                                                                                                                      X12 BMC Firmware Update User's Guide

Introduction
This user's guide provides detailed information on how to update Supermicro BMC firmware 
on X12 series motherboards using BMC WEB GUI or SUM (Supermicro® Update Manager). 
The user's guide is comprised of two sections:

 1. Updating X12 BMC Firmware Using BMC WEB GUI
 2. Updating X12 BMC Firmware Using SUM

Figure 1: BMC Firmware Web User Login 

Note: Please contact your Supermicro sales or FAE if you don't know your username 
or password.
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2. Click on the <Firmware Update> tab on the BMC dashboard. (Figure 2)

 X12 BMC Firmware Update User's Guide

Figure 2: BMC Firmware Update Dashboard
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3.  When the following screen appears, select the <BMC> option and click <Next>. (Figure 3)

Note: By default, the firmware update process preserves the existing configuration, 
SDR and SSL certificates for the new BMC firmware. You can uncheck any of the 
preservation options if applicable.
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Figure 3: BMC Firmware Update Default Setting
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4. Press <Select File> to select the new BMC firmware file and press <Upload> as shown 
below. (Figure 4)

 X12 BMC Firmware Update User's Guide

Figure 4: Select and Upload New BMC Firmware file

Configurations are reserved for 
BMC firmware update and the 
selections are grayed out.
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5. Wait for the upload process to complete, which might take a few minutes. (Figure 5)
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Figure 5: New BMC Firmware Uploading
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6. Verify the new firmware version and press <Update> to perform the firmware update. 
(Figure 6)

 X12 BMC Firmware Update User's Guide

Figure 6: Verify the New BMC Firmware Version
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7. Wait for the update process to be completed. It might take a few minutes. Any system 
configuration change is not recommended during the update process. (Figure 7)

8. BMC will reboot after the firmware is completely updated. Please wait for BMC to complete 
the system reboot. 
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Figure 7: BMC Firmware Updating in Progress
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9. Once the reboot process is complete, WEB GUI will return to the login screen, and you 
need to log in to the system again. (Figure 8)

 X12 BMC Firmware Update User's Guide

Figure 8: BMC Firmware Web User Login 
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2. Updating BMC Firmware Using SUM 
Please follow the procedure below to update X12 BMC firmware in SUM (Supermicro® 
Update Manager).

   Step 1: Installing SUM

To install SUM in Linux/FreeBSD OS, follow the steps below. Windows installation is similar. 
1. Extract the sum_x.x.x_Linux_x86_64_YYYYMMDD.tar.gz archive file. 

2. Go to the extracted sum_x.x.x_Linux_x86_64 directory. Rename this directory to 
“SUM_HOME”. 

3. Run SUM in the SUM_HOME directory. 

   Linux Example: 
  [shell]# tar xzf sum_x.x.x_Linux_x64_YYYYMMDD.tar.gz 

  [shell]# cd sum_x.x.x_Linux_x86_64 

  [SUM_HOME]# ./sum
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   Step 2: Updating X12 BMC Firmware

Complete the steps below to update X12 BMC firmware:

1. Use the command “UpdateBmc” to run SUM to update X12 BMC firmware. 

Syntax: 
 sum [[-i <IP or host name> | -I Redfish_HI] -u <username> -p <password>] 
-c UpdateBmc --file <filename> [--overwrite_cfg] [--overwrite_sdr] 

[--backup] [--forward]

Notes: 
• BMC SOC will be updated after the firmware update process is completed. 

• BMC configuration settings will be preserved by default for the new BMC firmware unless the 
--overwrite_cfg option is used.

• DO NOT flash BIOS and BMC firmware images at the same time. 

• The --overwrite_cfg option overwrites the current BMC configuration using the factory default 
values in the given BMC image file.

• The --overwrite_sdr option overwrites the current BMC SDR data. 

• SUM command is recommended for X12 BMC firmware updates: sum [[-i <IP or host name> 
| -I Redfish_HI] -u <username> -p <password>] -c UpdateBmc --file <filename>
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Example: 
Remote Update (Figure 9) 

The user can use SUM to update X12 BMC firmware via X12 IPMI port.

[SUM_HOME]# ./sum -i 192.168.34.56 -u ADMIN -p XXXXXX -c UpdateBmc

--file SMCI_BMC.rom

Figure 9: Output of BMC Remote Update in SUM

2. The progress of the firmware updating will be displayed as shown below. DO NOT interrupt 
the process until it is complete. BMC will reboot after the firmware is completely updated. 
Please wait for BMC to complete the system reboot. (Figure 9)
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Local Update (Figure 10)

The user can use SUM to update X12 BMC firmware under Linux, Windows or FreeBSD.

SUM_HOME]# ./sum -I Redfish_HI -u ADMIN -p XXXXXX -c UpdateBmc --file 

SMCI_BMC.rom

Figure 10: Output of BMC Local Update in SUM
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