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Revision History

Date Rev Description
1. Initial release for SCOM-Plugin 2.0
2. This release contains following new features
Monitoring Functions:
- Asset Info
- Sensor Reading
- Health Event Log
2020/12/30 2.0.0
- Maintenance Event Log
Management Functions:
- BMC Cold Reset
- UID LED Control
- Chassis Intrusion Reset/Status
- Fan Mode Control
1. Add support 14 generation platform
2024/09/06 2.1.0 2. Add assertion and deassertion to the description of Health Event Log
3. Rename the FRU tab to Detail and update the content
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1 Overview

Data centers use Microsoft SCOM as a single point of system management. The Management Plug-in for

SCOM integrates with the current SCOM interface, providing extended capability of SCOM to monitor

and manage Supermicro servers.

1.1 New Features
* Managing Supermicro Servers X10 DP platforms and later, with calling Redfish APIs through the

plug-in on SCOM directly and operating independently from SSM.

* Monitoring and managing through the plug-in on the Operation Manager console:

o) Monitoring:

O

O

(0]

O

Asset Info

Sensor Reading

Health Event Log
Maintenance Event Log

e} Management:

(0]

O

(0]

o

BMC Cold Reset

UID LED Control

Chassis Intrusion Reset/Status
Fan Mode Control

* Reviewing the hardware information of the managed Supermicro servers through the plug-in’s

Dashboard View on the Operation Manager console.
* Configuring BMC settings through the link of BMC Web.
* Running the plug-in on the below Microsoft SCOM server:
o SCOM 2019/2022
* Retrieving events in the Maintenance Event Log, when:

o accessing the BMC currently in the account locked out mode.

o accessing the BMC currently enabled system lockdown mode. In addition, retrieving events of

system lockdown in the Maintenance Event Log is allowed when the function is enabled and
disabled.
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1.2 Components

The Management Plug-in for SCOM includes the following components:
. Supermicro Redfish Connector Service

o  Abackend Windows service for Supermicro Redfish Management Pack to communicate with
Supermicro Servers.

° Supermicro Redfish Management Pack
o  The extended capability of SCOM to monitor/manage Supermicro Servers
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2 Prerequisites and Installation

2.1 Hardware Requirements

. Processor (minimal): 4-Core 2.66 GHz CPU
. Memory (minimal): 16GB
. Disk space (minimal): 20GB

2.2 Software Requirements
. Microsoft System Center Operation Manager 2019/2022

2.3 Installing Management Plug-in for SCOM

1. This software must be installed on a Management Server (MS) in SCOM resource pool.

2. Login the managed server as the administrator.

3. Run Supermicro_SCOM_Management_Plug-in_<VER>_build.<BUILD>_Installer.exe with the
administrator privilege to start the installation.

4. Click the Browse button to select the destination folder, and then click the Install button to continue.

5 Supermicro SCOM Management Plugin Setup: .. — X

Setup will install Supermicro SCOM Management Plugin in the following
folder, To install in a different folder, dick Browse and select another
=~ folder. Click Install to start the installation.

Destination Folder

I :\Supermico\SCOM_Management Plugin Browse... |

Space required: 169.7 MB
Space available: 11.9 GB

Figure 2-1

5. After the installation is completed, click the Close button to finish.

6. Open Windows Services Manager, and check if Supermicro Redfish Connector is running.
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File Action \View Help
e mBe2 Em > mun

2, Services (Local) . Services (Local)
Supermicro Redfish Connector Name - Description  Status Startup Type Log On As €

{) State Repository Service Providesre..  Running  Manual Local Syste...
Stop the service

. xf‘). 5till Image Acquisition Events Launches a... Manual Local Syste...
Pause the service - A . . .
Restart the service {\{ Storage Service Provides en.. Running Manual (Trig... Local Syste...

5, Storage Tiers Management Optimizes t... Manual Local Syste...

Descrioti upermicro Redfish Connector Supermicro ... Running  Automatic Local Syste...
S:;::I;tilcor:-connectnr cervice for &) SysMain Maintains a... Running  Automatic Local Syste...
Redfish devices {} System Center Data Access Service Microsoft 5..  Running  Automatic SMCIPMIN...
{‘); System Center Management Configuration Microsoft .. Running  Automatic SMCIPMI...
Q System Center Operations Manager External Da... System Cen... Disabled Local Syste...
{:): System Event Motification Service Monitors sy... Running  Automatic Local Syste...
£ System Events Broker Coordinates... Running  Automatic (T.. Local Syste...
Figure 2- 2

2.4 Installing Supermicro Redfish Management
Pack

The installer does not automatically import management packs into SCOM, and the management
packs are available at installation-folder\MPs. Follow these steps to start the installation.

1. Find the management pack file Supermicro_SCOM_REDFISH_ManagementPack_<VERSION>.mpb
and import it into SCOM Management Packs.

= b T
4 T Management Packs 55 Process Monitoring Library 10.19.10050.0 Yes
; F& SNMP Library 7084436 Yes
TR T e & Summary Dashboard 10.1910050.0  Ves
| Updates and Recommendations == " " T
= @ Supermicro.Redfish : 2000
B R 5 Synthetic T ions Libi 10.19.10030.0 Vi
JE Srsgm Ty s &5 Synthetic Transactions Library .19 . es
@ rk Devices 3 System Administration Item Library 7.5.8501.0 Yes
i&i Metwork Devices Pending Managemert 5& System Application Log Library 7.0.8443.6 Yes
4 - Motificatiors E System Center Core Library 7.0.8443.6 Yes
|i= Channels 55 System Center Core Monitoring 10.19.10050.0 Yes
Ml - - e e .. DU .
Figure 2- 3

2. You will find the Asset Management program under the Supermicro Plug-in folder in Monitoring
dashboard.

4 .T_;, Supermicro Plugin
ﬁﬁ] Asset Management

Figure 2-4
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3 Supermicro Redfish Connector Service

Supermicro Redfish Connector is windows-based service, providing backend service for Supermicro
Redfish Management Pack to communicate with BMC of Supermicro Servers via Redfish API.

You can find the Supermicro Redfish Connector service in Windows Services Manager.

File Action View Help
e |EEez HE >80 w
< Senvices (Loca) | [} Services (Loeal)

Supermicro Redfish Connector Narme - Description  Status  StartupType  Log OnAs "
€] State Repository Service Provides re..  Running  Manual Local Syste...

ﬁ:’;ﬁ:i’x; 1€ still Image Acquisition Events Launches a... Manual Local Syste..

Restart the service 1€ Storage Service Provides en.. Running  Manual (Trig..  Local Syste...

o Storage Tiers Management Optimizes t. Manual Local Syste.

Supermicro .. Automatic

E:;:’r‘:“:”;‘mmm’ senvice for SysMain Maintains a.. Running  Automatic Local Syste...

Redfish devices 1€ System Center Data Access Service Microsoft S..  Running  Automatic SMCIPMI...
163, System Center Management Configuration Microsoft 5. Running  Automatic SMCIPMI...
1€, System Center Operations Manager External Da... System Cen.. Disabled Local Syste...
i) System Event Notification Service Monitors sy... Running  Automatic Local Syste.
£} System Events Broker Coordinates.. Running  Automatic (T.. Local Syste...
1€} System Guard Runtime Monitor Broker Monitors an... Manual Local Syste...
1€ Tesk Scheduler Encbles aus.. Running  Automatic Local Syste..
{ELTCP/IP NetBIOS Helper Provides su.. Running  Manual (Trig..  Local Service
£ Telephony Provides Tel Manusl Network ...
G Themes Provides us.. Running  Automatic Local Syste.
€L Time Broker Coordinates.. Ruaning  Manual (Trig... Lacal Service
1€} Touch Keyboard and Handwiting Panel Service  Enables Tou.. Running  Manual (Trig...  Local Syste..
1€}, Update Orchestrator Senvice Manages W... Running  Automatic (D... Local Syste...
1), UPNP Device Host Allows UP.. Disabled Local Service
10 User Access Logging Service This service... Running  Automatic (D... Local Syste
163 User Data Access 443¢1 Provides ap.. Running  Manual Local Syste...
1€} User Data Storage_443el Handles sto.. Running  Manual Local Syste...
1€, User Experience Virtualization Service Provides su.. Disabled Local Syste..
1 User Manager User Manag... Running  Automatic (T.. Local Syste..
1), User Profile Service This service.. Running  Automatic Local Syste.
€k Virtual Disk Provides m. Manual Local Syste.
£ Vi Chadnu Come Adanamar an Allansl I Local Siarbn &

Figure 3-1

3.1 Supermicro Redfish Connector Architecture

The figure shows how the Supermicro Redfish Connector service interacts with the related components.

Supermicro
Server(BMC)

Redfish API

Supermicro Redfish
Connector

SCOM

Windows 2019

Figure 3- 2
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3.2 Using Supermicro Redfish Connector

In order to communicate with BMC of Supermicro Servers, BMC credentials are needed for logging to
Supermicro Servers. The credentials are stored in the Windows Credential Manager of the account
(Local System by default). You can change the default logon user by following steps:

6 Note: Please keep your login account secure. The elevated user will be able to access
Windows Credential Manager.

Open Windows Services Manager.

Select Supermicro Redfish Connector, right-click it and select Properties.
Select the Log On tab.

Select This account, input the account and password, and then click Apply.
Close the Operation Manager console

ok wnN R

Restart the Supermicro Redfish Connector in order for the new setting to take effect.

Supermicro Redfish Connector Properties (Local Computer)

Genersl LogOn  Recovery Dependencies

Log on as
() Local System account

Allow service to interact with desktop

(®) This account: ‘SMCIPMI\Mm\nlstramr ‘ I Browse... I

Password

QK Cancel Apply

Figure 3-3
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4 Using Management Plug-in

4.1 First-Time Use

The Asset Management Dashboard is a WPF user control and in Html format. Because of the enhanced
security of Internet Explorer in Windows Server, a warning dialog box may appear when you access the
Management Plug-in for the first time.

nternet Explorer *

website listed below is being blocked by Intemet Closs

° Content within this application coming from the
Explorer Enhanced Security Configuration.

about:security_Microsoft. Enterprise Management.Manitoring C

Leam more about Intemet Explorer's Enhanced Secunity Corfiguration. .

If you trust this website, you can lower security settings for Add
the site by adding it to the Trusted sites zone. F you know

this website is on your local intranet, review help for

instructions on adding the site to the local intranet zone

instead

Impartant: adding this website to the Trusted sites zone will lower the security
settings for all content from thiz web site for all applications, including Intemet
Explarer.

Figure 4-1
Click the Add button to add it to the trusted zone and restart the Operation Manager console.
usted sites x

‘fou can add and remove websites from this zone, All websites in
this zone will use the zone's security settings.

Add this website to the zone:

| about:security_Microsoft.EnterpriseManagement.h Add
Websites:
http: /= technet.microsoft.com - Remove

http:{/* update. microsoft.com
http: /= windowsupdate.com
http: /= windowsupdate.microsoft. com

W

AP R

[ require server verification (https:) for all sites in this zone

Close

Figure 4- 2
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4.2 Accessing Asset Management Dashboard

In Asset Management, select the Supermicro Plug-in folder in the navigation pane and click Asset

Management.

-

sta Host Name
@ SLE_D_NODE_2
@ 10.147.33 100
] ke t-room1

@ 10.147.160.35
® 10.147.160.2
® Jomicr.cn

] 10.141.178.208
@ 1014147481
@ 10.141.474.70
L]

10.141.173.76

System SKU MG 1P Proguct Keys
To be filled by O.E M. 10,147 33 96 SFT-DCMS-SINGLE Navigation
T be Tiled by O.EM. 10.141.478.27 SFT-DCMS-SINGLE

Figure 4- 3

. Status: Shows the status and health of this system.

Icon

Description

Busy, Deep, Cold Reset

{

System Absent

v

System Health OK

System Health Warning

System Health Critical

. Host Name: Shows the DNS host name without any domain information of the BMC.
. System SKU: Shows the manufacturer SKU for this system.

. BMC IP: Shows the BMC IP address of this system.

. Product Keys: Displays currently activated licenses on this system.

O Note: The Asset List is empty for the first-time use, and you need to add some systems to
build your list. For more information, please refer to Create a Credential and Adding a
System to the Asset List.
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4.3 Creating a Credential

A credential is required to login BMC for monitor/manage. It will be added to Windows Credential
Manager. To create a credential, follow these steps.

1. Click the Discovery button in the Result pane (Figure 4-3), and click Credential Management.

Credential Management

Credential

- 5T B

Figure 4- 4

2. Click New, enter the necessary information, and then click Add.

New Credential

Ci Name*

Available characters are letters, numbers or ()@-_#*

Usemame |
Passwora[ ]

Add [ELETY

Figure 4- 5

4.4 Adding a System to the Asset List

Two methods are available for you to add a system to the Asset List.

44,1 Single Search

Use Single search to search for a specific IP address of a Supermicro Server. Follow these steps.

1. Click the Discovery button in the Result pane (Figure 4-3), and click Single Search. A dialog box
appears.

single Search

BMC IPv4 Address* | IPv4 Address

Credential* m

Figure 4- 6
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2. Enter the IP address, and use the Credential drop-down list to select a credential. Note that you can
add a new credential here by clicking the New button.

3. Click Run Search. The result then shows up on the Search Result page.

4.4.2 Range Search

Use Range search to search for the Supermicro Servers within a certain range of IP addresses. Follow
these steps.

1. Click the Discovery button in the Result pane (Figure 4-3), and click Range Search. A dialog box

appears.
Range Search
BMC IPv4 Address from* |IPv4 Address | to*[1~255
Credential* | BMC v m
Figure 4- 7

2. Enter the IP addresses within your desired range, and use the Credential drop-down list to select a
credential. Note that you can add a new credential here by clicking the New button.
3. Click Run Search. The result then shows up on the Search Result page.
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443 Viewing Search Results
The Search Result page displays the searching progress and status. The search results will be kept until
the next search is performed or the Supermicro Redfish Connector service is restarted. Only the valid
system with a green State icon can be added to the asset list.

Search Results

The following 9 hosts were discovered.

[ state BMC IP Result
0o @ 10.147.33.101 It's a valid Redfish host
0o @ 10.147.33.100 It's a valid Redfish host
0O @ 10.147.33.98 It's a valid Redfish host
0 @ 10.147.33.97 It's a valid Redfish host
Ay 10.147.33.99 No SFT-DCMS-SINGLE
A 10.147.33.95 No SFT-DCMS-SINGLE
® 10.147.33.102 Not Support
® 10.147.33.104 Not Support
® 10.147.33.105 Not Support
Add Close
Figure 4- 8
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4.5 Viewing the Details of the System

Click on any of the system in asset list table to view more information. Six types of information are listed
by tab at the bottom: FRU, Component Information, Power Supply Summary, Sensor, Health Event Log
and Maintenance Log. Click each tab to view the details.

4.5.1 Detail

Use this tab to view the detail information of the selected system.

B etail [EB) Component Information (&) Power Supply Summary g Sensor !J Health Event Log !J Maintenance Event Log

UuID:  00000000-0000-0000-0000-7CC255E4E005
Redfish Version:  1.11.0
Firmware Version:  01.02.10
BIOS Version: 1.9

Board Info:
Figure 4- 9

4.5.2 Component Information
Use this tab to view the details about CPU and memory modules of the selected system.

-CPU
Name Model Speed Core Threads Manufacturer
Processor Intel(R) Xeon(R) Gold 6130 CPU @ 2 10GHz 4500 16 3z Intel(R) Corporation
Figure 4- 10
4.5.2.2 Memory
- Memory
Name Device Type Error Correction Operating Speed Size Serial Number Part Number Manufacturer

Memory Logical non-volatile device ~ SingleBRECC 2133 129408 00000283 NMA1XBD128GQS Intel
Memory DDR4 SingleBRECC 2133 16384 4029B1C4 M393A2G40DBO-CPB Samsung
Memory DDR4 SingleBRECC 2133 16384 40298571 M393A2G40DB0-CPB Samsung
Memory Laogical non-volatile device SingleBRECC 2133 129408 0000027C NMA1XBD128GQS Intel

Figure 4- 11
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4.5.3 Power Supply Summary

Use this tab to view the information of the power supply unit of the selected system.

E Detail E Component Information @) Power Supply Summary g Sensor !J Health Event Log !J Maintenance Event Log
-PSU
Model Type Serial Number Input Voitage Qutput (Watts) Capacity (Watts) Manufacturer Firmware Version
PWS-605P-1H AC PG05SA0017TNO0446 111 NIA 600 MN/A 22
Figure 4- 12

4.5.4 Sensor

This tab provides the sensor information of the selected system.
E Detail @ Component Information @) Power Supply Summary g Sensor !J Health Event Log !J Maintenance Event Log

Select a sensor type category: | All Sensors V| Toggle Thresholds

Sensor Readings: 33 Sensor(s)

Name Status Reading
VBAT & Battery Presence Detected
MB 12V (%) 12.335 Volts
MB 5vVCC & 5.058 Volts
Figure 4- 13

. Name: The name of the monitored item.
° Status: The status of the sensor item.

Icon Description

» Sensor Absent

@ Sensor Status OK
Sensor Status Warning
® Sensor Status Critical

. Reading: The readings of the sensor.

4.5.4.1 Accessing the Additional Information
Click the Toggle Thresholds button to access the additional information:

. Low NR (Low Non-Recoverable): This is the low threshold for a non-recoverable item. Any item
with a reading below this point will not be recovered.

) Low CT (Low Critical-Threshold): This is the low threshold for a critical item. Any item with a
reading below this threshold is in a critical state.

° High CT (High Critical-Threshold): This is the high threshold for a critical item. Any item with a
reading above this threshold is in a critical state.
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. High NR (High Non-Recoverable): This is the high threshold for a non-recoverable item. Any item
with a reading above this point will not be recovered.

4.5.5

Health Event Log

This tab provides a record of events occurred on the managed system for you to diagnose or detect any

potential issues.

EJ Detail EJ Component Information

Health Event Log: 4 (event entries)

EID  Severity

1 ®
2

&

3

¥ &

@) Power Supply
Time Stamp
2024/08/21 09:03:07 OEM
2024/08/21 09:03:17 OEM
2024/08/21 09:03:18 OEM
2024/08/21 09:03:19 OEM

Summary a Sensor !J Health Event Log !J Maintenance Event Log

Sensor Type Description
[LAN-0005] Dedicated LAN Link Up - Assertion
[ROT-0015] Security State of I2C Lockout changed to Unlock - Assertion
[ROT-0016] Security State of BMC Console Lockout changed to Unlock - Assertion

[ROT-0019] Security State of RoT State changed to Disable - Assertion

Figure 4- 14
. EID: The event ID of this event.
. Severity: The severity level of this event.
Icon Description
L] Event Log Severity OK
% Event Log Severity Warning
% Event Log Severity Critical
N/A No specific severity information is available.

e  Time Stamp: The time when the event takes place.

. Sensor Type: The type of the event.

. Description: A brief description of the event.

4.5.6

Maintenance Log

This page displays the record of maintenance events such as administrative events. Event log table
shows below details about each log entries.
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EJ Detail Ej Component Information @) Power Supply Summary g Sensor !J Health Event Log !’ Maintenance Event Log

Maintenance Event Log: 14 (event entries)

No Severity Time Interface = User IP Address Description

1 L3 2024/08/21 09:03:10 RMCP ADMIN 10.181.99.53 [MEL-0232] IPMI configuration was restored to default successfully and set user defaults tc
2 ® 2024/08/21 09:58:28 Redfish ADMIN 172.31.2.106 [MEL-0115] SNMPv3 Authentication Protocol was configured to HMAC_MDS successfully.
3 L3 2024/08/21 09:58:28 Redfish ADMIN 172.31.2.106 [MEL-0116] SNMPv3 Encryption Protocol was configured to CBC_DES successiully.

4 ) 2024/08/21 09:58:28 Redfish ADMIN 172.31.2.106 [MEL-0113] SNMPv3 was configured to enabled successfully

5 -3 2024/08/21 09:56:26 Redfish ADMIN 172.31.2.106 [MEL-0143] SNIMP port was configured to enabled successfully.

6 -3 2024/08/21 09:58:29 Redfish ADMIN 172.31.2.106 [MEL-0000] Local user ID 3 aflyfish was added successfully.

T ) 2024/08/21 09:58:29 Redfish ADMIN 172.31.2.106 [MEL-0003] Local user aflyfish's password was configured successfully

Figure 4- 15
No: Index of the event log.
Severity: Indicates severity of the events.
Icon Description
] Event Log Severity OK
@ Event Log Severity Warning
3 Event Log Severity Critical
N/A No specific severity information is available.

Time: Time stamp of the event occurrence.

Interface: Interface that triggered the event (e.g., RMCP, Redfish, Web).
User: Name of the user that triggered the event.

IP Address: Source that triggered the event.

Description: Basic description of the event.
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4.6 Management Functions

Right-clicking the desired item in the Asset List to select one of the management functions.

Status Host Name e ol Reset SKU BMC IP

@ test UID Lacate lied by O E M. 10147 160.2
. 10.147.160.32 m Chassis Intrusion Reset lied by O.E.M. 10.147.160.32
@ 10.147.160.35 Fan Mode lled by O.E.M. 10.147.160.35
@ kc1-room1 Deep lled by O.E M. 10 147 160.58
® 456 Launch BMC Web lied by O.E.M. 10.147.160.59
@ 10.147.160 68 09171509 10147 160 68
® 10.147.33.94 10.147.33.94
® SLE_D_NODE_1 10.147.33.97
@ SLE_D_NODE_2 To be filled by O E M. 101473398
@ 10.147.33.100 To be filled by O.E.M. 10.147.33.100

Product Keys

SFT-DCMS-SINGLE
SFT-DCMS-SINGLE
SFT-DCMS-SINGLE
SFT-DCMS-SINGLE
SFT-DCMS-SINGLE
SFT-DCMS-SINGLE
SFT-DCMS-SINGLE
SFT-DCMS-SINGLE
SFT-DCMS-SINGLE

SFT-DCMS-SINGLE

4.6.1 BMC Cold Reset

Use this function to reset the selected BMC device. The status icon will change, and it takes a few

minutes to re-sync the system status.

Figure 4- 16

Status Host Namev

-

SMC-0123456789

System SKU

To be filled by O.E.M.

BMC IP

10.147.33.107

Product Keys

SFT-DCMS-SINGLE

4.6.2 UID Locate

You can turn the UID on or off to assist in identifying the desired system. To turn the UID on or off,

Figure 4- 17

right-click the desired system, select UID Locate, and then select On or Off to suit your need.

status Host Name O r SKU BMC IP

@ test T L=t on 10.147.160.2
® 10.147.160.32 Chassis Intrusion Reset Off 10.147.160.32
@ 10.147.160.35 Fan Mode lled by O.E.M. 10.147.160.35
@ ket-room 1 Deep lled by O E.M. 10.147.160.58
® 456 waunen Bue e lled by O.E.M. 10.147.160.59
@ 10.147.160 68 09171509 10.147.160.68
® 10.147.33.94 10.147.33.94
® SLE_D_NODE_1 10.147.33.97
@ SLE_D_NODE_2 To be filled by O.E.M. 10.147.33.98
@ 10.147.33.100 To be filled by O.E.M. 10.147.33.100

Product Keys

SFT-DCMS-SINGLE
SFT-DCMS-SINGLE
SFT-DCMS-SINGLE
SFT-DCMS-SINGLE
SFT-DCMS-SINGLE
SFT-DCMS-SINGLE
SFT-DCMS-SINGLE
SFT-DCMS-SINGLE
SFT-DCMS-SINGLE

SFT-DCMS-SINGLE

If the UID is turned on, an

Figure 4- 18

badge appears next to the selected system in the Asset List.
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Status Host NameY System SKU BMC IP Product Keys

® SMC-0123456789 To be filled by O.E.M. 10.147.33.107 SFT-DCMS-SINGLE

@ SLE_D_NODE_2 To be filled by O.E.M. 10.147.33.98 SFT-DCMS-SINGLE
Figure 4- 19

4.6.3 Chassis Intrusion Reset
When chassis is intruded, an EEE3 badge appears next to the related system in the Asset List. You can

use this function to reset the chassis intrusion alarm after you clear it out.

Status Host Name System SKU BMC IP A Product Keys
® 10.141.171.169 [EEET) To be filled by O.EM. 10.141.171.169 SFT-DCMS-SINGLE
Figure 4- 20

4.6.4 Fan Mode

Use this function to control fan speed of the desired system. Note that the available options may vary
depending on the selected system. The current fan speed mode is displayed highlight color in the Fan
Mode submenu.

Host Name SKU BMC IP Product Keys

BMC Cold Reset

test UID Locate

lled by O.E.M. 10.147.160.2 SFT-DCMS-SINGLE

Status

@

® 10.147.160.32 [ETM | Chassis Intrusion Reset  flled by O.E.M. 10.147.160.32 SFT-DCMS-SINGLE
@ 10.147.160.35 Fan Mode FullSpeed 10.147.160.35 SFT-DCMS-SINGLE
@ ke1-room1 Deep m 10.147.160.58 SFT-DCMS-SINGLE

Launch BMC Web PUEZ
® 456 10.147.160.59 SFT-DCMS-SINGLE
HeavylO
“ 10.147.160.68 091715wa 10.147.160.68 SFT-DCMS-SINGLE
® 10.147.33.94 10.147.33.94 SFT-DCMS-SINGLE
® SLE D _NODE 1 10.147.33.97 SFT-DCMS-SINGLE
“ SLE_D_NODE_2 To be filled by O.E.M. 10.147.33.98 SFT-DCMS-SINGLE
[ 10.147.33.100 To be filled by O-E.M. 10.147.33.100 SFT-DCMS-SINGLE
Figure 4- 21

4.6.5 Deep

Use this function to rescan the Redfish API resources and actions of the selected system. The API
resources are used by Supermicro Redfish Connector service to monitor and manage the Supermicro
Servers. By default, every monitored system will do deep function one time. After then, you may need
to manually run deep function again if there’re any hardware components change.

4.6.6 Launch BMC Web

To configure the BMC settings, use this function to open a new Internet Explorer browser and navigate
the BMC web console. Because of the enhanced security of Internet Explorer in Windows Server, you

Management Plug-in for SCOM User's Guide



need to add it to the trusted zone, and then restart the Operation Manager console for the changes to
take effect.
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Appendix A. Third-Party Software

The following open source libraries are used in Management Plug-in for SCOM package

Library License
jQuery 3.5.1 MIT
Bootstrap 3.4.1 MIT
Credential Management 1.0.2 Apache-2.0
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Contacting Supermicro

Headquarters

Address: Super Micro Computer, Inc.
980 Rock Ave.
San Jose, CA 95131 U.S.A.

Tel: +1 (408) 503-8000

Fax: +1 (408) 503-8008

Email: marketing@supermicro.com (General Information)
support@supermicro.com (Technical Support)

Web Site: WWWw.supermicro.com

Europe

Address: Super Micro Computer B.V.

Het Sterrenbeeld 28, 5215 ML
's-Hertogenbosch, The Netherlands

Tel: +31 (0) 73-6400390
Fax: +31(0) 73-6416525
Email: sales@supermicro.nl (General Information)

support@supermicro.nl (Technical Support)
rma@supermicro.nl (Customer Support)

Asia-Pacific

Address: Super Micro Computer, Inc.
3F, No. 150, Jian 1st Rd.
Zhonghe Dist., New Taipei City 235
Taiwan (R.0.C)

Tel: +886-(2) 8226-3990

Fax: +886-(2) 8226-3992

Web Site: WWWw.supermicro.com.tw

Technical Support:

Email: support@supermicro.com.tw

Tel: +886-(2)-8226-3990
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